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Space & Energy events 2010 - 2012: 

Several seminars and workshops in Stavanger and US. 

Opening of Mars Institute in Norway 

ONS Stavanger 2012



Risk assessment...





Crisis management robustness

Level 0 : No crisis management plans (CM-plans)
Level 1 : CM-plan on paper in your archive
Level 2 : CM-plan digital in your hand

Level 4 : CM training for some sometimes
Level 5 : CM training for many anytime : culture

Level 3 : CM-plan connected to other systems/sensors



The tools in a crisis 



must be characterised by 



Simplicity

Robustness

Efficiency

and be Available



"We use Facebook to schedule the protests,

Twitter to coordinate


and YouTube to tell the world."

- Spring 2011, Cairo

Crisis management improvisation
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The IMMER R&D Project 
Information Security, Incident Management and Emergency Preparedness in IT-based Operations  

• User driven Research project (BiP) – stretching over 4 years 

• Partners:


• IntraPoint – project owner – funding/research/software

• Norwegian research council – funding partner Verdikt program

• SINTEF ICT & Security - research partner

• SINTEF Technology & Society - research partner

• Norwegian University of Technology and Science (NTNU) - research partner, PhD student

• Tulane University - research partner

• UC Berkeley – research partner

• Carnegie Mellon Silicon Valley – research partner

• Statoil – industrial partner

• Shell – industrial partner

• Telenor – industrial partner

• Amtrak – industrial partner

• Alitalia – industrial partner
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Work Packages of IMMER

• WP 1: Cross-sectoral state of the art study

• WP 2: Plan for emergency preparedness for communication infrastructure

• WP 3: Integrated operations, information security and emergency preparedness

• WP 4: Automatic monitoring and alerts of critical information security incidents

• WP 5: Performance indicators for ‘information security incident management’

• WP 6: Dissemination

• WP 7: Project management



www.spaceandenergy.no


